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Remote
Date JIIEEA Duration Topic Who Leads Speaker
(WET) .
Start Time
Monday | 4.450 pM | 30 Mi | da, and Logisti il -
(8th) . N Welcome, Agenda, and Logistics | Ron Bri 6:00am PDT
1:30 PM | 30 Min Convenor's Report Ron Brill 6:30am PDT
10:00am
2:00 PM | 30 Min | 19770-5 Ed. 3 Peter B. & EDT/7:30pm
Ramesh J.
IST
2:30 PM | 30 Min ITAM Charter SG John Tomeny 10:30am EDT
3:00 PM | 30 Min Break
8:30am
3:30 PM | 60 Min | 19770-2 Ed. 2 steve K. & Dave | pnr/11:30am
W.
EDT
4:30 PM | 30 Min ITAM & IoT SG Matt Marnell 10:30 MDT
5:00 PM End of Day 1
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Remote
Date l(J\-,rvcé".l'.? Duration Topic Who Leads Speaker
Start Time
g'gfﬁ)day 1:00 PM 30 Min Open Chain Update Shane Coughlan 10:00pm JST
_ : Open Source Software : .
1:30 PM 30 Min discussion Ron Brill 6:30am PDT
2:00 PM 60 Min 19770-6 Jason K./Rick S. 4:00pm BST
3:00 PM 30 Min Break
: 8:30am PDT |
3:30PM | 60 Min | 19770-7 Rick S. & Other Possible TC307
Editors
Update
4:30 PM 30 Min SC27 Liaison Activities Ken Kepchar 12:30pm EDT
5:00 PM End of Day 2
SAMAC
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Remote
Date AR Duration Topic Who Leads Speaker
(WET) :
Start Time
E’\{%?:E)es‘jay 1:00 PM |30 Min  |19770-11 Jan Hachenberger  |3:00pm CEST
1:30 PM |60 Min 19770-10 George A./Jan H. 3:30pm CEST
2:30 PM |30 Min ITAM in SaaS SG Ritesh Dhingra 8:00pm IST
3:00 PM |30 Min Break
3:30 PM |30 Min Network & Storage SG Rick Shepherd 8:30am PDT
4:00 PM |60 Min | 12770-2 & -3 Practical |50« Rick S. 6:00pm BST
Demontrations
5:00 PM End of Day 3
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Remote
Date INEEAL Duration Topic Who Leads Speaker
(WET) :
Start Time
Thursday _ . Update the Status of Past : _
(11th) 1:00 PM 30 Min SC7 & WG21 Resolutions Ron Brill 6:00am PDT
1:30 PM 30 Min |19770-3 Ed. 2 discussion |Ron Brill 6:30am PDT
2:00 PM 60 Min |Cybersecurity & ITAM SG |Nathan Ophiem 7:00am PDT
3:00 PM 30 Min |Break
3:30 PM 30 Min |ITAM & Evangelism SG Martin Thompson 5:30pm BST
4:00 PM 30 Min |ITAMF Liaison Application |Martin Thompson 6:00pm BST
4:30 PM | 30 Min |Resolutions Summary & I, gy 9:30am PDT
Meeting Closure
5:00 PM End of Day 4
SAMAC
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ISO/IEC:19770 Family

Overview | oyerview and vocabulary 19770-5:2015 (2n Ed) | §  Overviewand V?ggb;gfy 19770-5:20xx
IT Asset management systems — Requirements 19770-1:2017 (3™ Ed)
Process
IT Asset Management-Guidelines for mapping of industry practices to/from the 19770 family
19770-8:2020
I N
Guidance :
Conformityé
Software Identification Software Entitlement
Software identification tag i
19770-2:2015 (2" Ed) Entitlement schema R;foﬁgéﬁiiznggtz)n
Information (Corrected version : 2017-03) 19770-3:2016 measurement
Software identification tag
ITAM Data Structure published [ 2006 | Tech Report | _ N
Orchestration of ITAM Dat In Dev " 201x | Standard :- ~
Hardware ‘ Structure Elements L= - -=
19770-6:202x 19770-7:201x Planned | 201 ¢ EEA AT
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SWID Primary

S WID’ ENT: and RUM Download software : Tag Created upon install
From software.cisco.com o Software ‘2“3“?1: on (SWID Tag File Directary)
. generic Compute
Orchestration Model e oy e Deiice vabated with APPSR RGO T
. —_— SWID Corpus Tag SWID (Primary) Tag
Example: Cisco bl
Virtual Packet Core (VPC) L — SW=21.12.5
(Service Provider NFV & SDN Functions) e - Patch = ...
: PersistentID (User) = 123456789
owc SW Order Placed in CCW HWID RUM Report
Asset = S5WID Tag
pmiiin Consumption Mapped Metric = Users
L Estimate e to instances as
"_‘." Estimates ' . consumed Resource Utilization caleulated as services
are used. Periodically Uploaded.
Estimats Details
Harchwars, Suliwars. Services Qi
VP 0.L1C-PAK | ENT Tag
WP s P - gt Creator = Cisco
I — T Owner = Customer ABC
WG Patiore Tyow 01 (Dinirbaed Fateren CVPCL0- TYPE-DI &
Liwhel e Seowe Memory Ounp. Pee 108 Sessaors WVPCAQG-CIILFA Tvpe = Llcense
Lt et S Mpery D, P 16 S s | CVACFOOCHILFR Product = IP Services GW Bundle
FON CW B, 10K Seseors (Pallvrt : CVPCEDOPWIET Qtv = 100000 {1[] X mK]
::::m 14 Bsiera :":z'ﬁ'm ENT Tag Entitlement Rights
SSHT FOR 5P S PREF QvPC Liosms Pac - Corfiquiatis CON-TSSWPLVPCRLK . creator = cism Generated and Stored
OEM Entitlement DB Owner = Custormer ABC
SW Licenses Delivered to Tvmp: = Lifense
Customer for Activation Product = PDN GW
(SW Lic Registration Portal) Qty = 100000 (10 x 10K)
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B ITAM Charter and WG21 Strategy
> WGIDEBRHWESRRX TS >Z L E1— U SHigZ iR,
> JX[EInterim MeetingX C(CmiizEIm. IRTTEITHROIEE. SERDINIL.
ANNEX A [IRTEOEZSRIATS> ] O DU XD, e, EETO0S5 LD
BEIENI. RUANNEX C (Mot ZHE,

B ITAM for Network & Storage
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B ITAM for Cybersecurity
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m ITAM in SaaS
> 2018FEMSDEEIOMIE ES[EISGE L TSaaSTDHDITAMZTRE U THEEZESD
CEMBEHETHD EDERMNIRE SN, JO> 1 MRISO/IEC 19770-12% R
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B ITAM Evangelism
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NILVAT 77, BEE. £/)MN19770FEEDOHEAZIEE L TLVRLY, 6.19770#F
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H ITAM for IoT
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B OpenChain SG

> OpenChaindDiEiliZE%EA,

> OpenChain Projectld. Linux Foundationfid FO#ECcA—-T> - V—-X - 75
JO>—%=FRIBEOOREITSATFXR - TJOUS LAOBHETER.

> OpenChainzHHA93CET, BALDOTETOIS—ZXBISHRAN L. HTS5A
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TS—VOEEZVD DT RMEIEREZ KIE(CREHE T D,
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B 2020 Interim Meeting :>R7E

B 2020 Plenary Meetings : 07-12 June Okayama, Japan (2020)

SAMAC
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What’'s SAMAC?
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The purpose of SAMAC

is the short form of
Association of tandardization for IT sset anagement ssessment &
SAMAC's predecessor is SAMCon, which was founded in 2002.
SAMAC was reorganized from SAMCon in 2010 as a general incorporated

association.

The purpose of establishment SAMAC

» To Spread appropriate SAM & ITAM in the market

* To create ITAM Standard and ITAM Evaluation Criteria conforming to the 19770-1
* To research & develop best practices of SAM & ITAM process

* Holding of various seminars and conferences about SAM & ITAM

« Joint research with other organizations such as IPA and JIPDEC etc.

* To provide tools for SAM & ITAM (eg. Software dictionary and SAM BIBLE®)

SAMA

association of Standardization for IT Asset
Management Assessment and Certification

2020 © SAMAC all rights reserved.

larification.
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Member of SAMAC

Member Type Type Num.
Regular members | Tool Vendor 14

Servicer 12

Auditor 4

Software Vendor 4
User members User 3)
Supporting members 1
Individual members 2
Special Member(CSAJ,CSAJC) 2
Observer 3

‘association of Standardization for IT Asset
Management Assessment and Certification

as of May 2020

2020 © SAMAC all rights reserved.
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Board Members & Secretariat

Chair : Jinichi Tamura(Minori Audit Corporation)
Co-Chair: Shiro Nakai(Yokogawa Rental & Lease Corporation)
Executive Director: Jintaro Shinoda(Cross Beat)

Director: Hisakazu Tanaka(Uchida Yoko), Kazuki Seike(Hitachi) , Satoko Morita(NEC
Capital Solutions),

Yoshinori Takahashi(Fujitsu)
Auditor: Atsushi Shimada(Deloitte Tohmatsu Cyber)

Secretariat: Cross beat

SAMAC
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Organization of SAMAC

Standard

General Board MWorking Groupjll Qualification
feeting Committee W csc (Certified SAM Consultant)

I- g CLM (Certified License Manager)

ITAM World

- Cloud-Service Management

JIS

Vulnerability

License Seminar

ITAM Risk Compensation Study

PR-Marketing

SAMAC 2020 © SAMAC all rights reserved.
Management Assessment and Certification



Main topics since the fall of last year

2020 © SAMAC all rights reserved.

by SAMAC
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Main topics since the fall of last year

® Accredited business

v' CLM:Certified License Manager Meeting(Certification exam: February)
v' CSC:Certified SAM Consultant (Certification exam: February)
v' CSCM:Certified SAM Consultant Master( Training: January, February)

® License Seminar
v' Osaka(February)

® |ITAM Seminar

v Bangkok (November) * It was a half-day seminar, but it was the first overseas
seminar for SAMAC.

® Sponsoring itSMF Japan 2019
Giving a lecture on the theme of “Importance of ITAM in ITIL&4”.
® WG

v" Vulnerability WG: Making SAMAC dictionary which includes CPE.

v’ Standard WG: “SAM Standard" is aligned to ISO/IEC19770-1:2017 and is being
developed as a new “ITAM Management Standard”.

SAMAC 2020 © SAMAC all rights reserved. o
Management Assessment and Certfication



Activity Scheduled until fall this year

® Accredited business

v' CLM:Certified License Manager

v' CSC:Certified SAM Consultant

v' CSCM:Certified SAM Consultant Master

® |ITAM World
v' Tokyo(:June) =Cancelled due to COVID19

SAMAC 2020 © SAMAC all rights reserved. o5
Management Assessment and Certfication



Situation of Japanese Industrial
Standardization of 19770 series

2020 © SAMAC all rights reserved.
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The activities of volunteer for Japanese standard

In FY 2019, Japanese Industrial Standards of ISO/IEC 19770 -8 were developed.
7 out of 11 members of the committee are related to SAMAC.
Status of JIS;

MAlready published:
® JIS X 0164-1:2019(ISO/IEC 19770-1:2017)
® JIS X 0164-2:2018(ISO/IEC 19770-2:2015)
® JIS X 0164-3:2019(ISO/IEC 19770-3:20106)
® JIS X 0164-4:2019(ISO/IEC 19770-4:2017)
® JIS X 0164-5:2019(ISO/IEC 19770-5:2015)

m\Waiting to publish:
® JIS X 0164-8:2027?(1SO/IEC 19770-8:2020)

SAMAC 2020 © SAMAC all rights reserved.
Management Assessment and Certification



The Situation of SAMAC’s ITAM Standard

2020 © SAMAC all rights reserved.
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ITAM Standard and Evaluation Criteria’ with ITAM Standard
Japanese Version:Coming soon!

ITAM Standard English Version: Being prepared

SAMAC 2020 © SAMAC all rights reserved.
Management Assessment and Certification



What is ITAM Standard ?

® ‘ITAM Standards’ established by SAMAC consistent with ISO/IEC19770-1 or JIS X
0164-1.

v ITAM Standard 1.0<-> ISO/IEC 19770-1:2017

® ‘SAM Standard’, which was the basis of ITAM Standards’, was released in 2002 by
first edition.

® ‘SAM Standard’ and ITAM standard are released free of charge for many
organizations and users to use.

® SAMAC released ‘SAM(ITAM) Evaluation Criteria’ with ITAM Standard. It is possible
to evaluate Maturity Assessment on ITAM Standard.

2020 © SAMAC all rights reserved.

assoiation of Standardization for IT Asset
Management Assessment and Certification



Image of ITAM Standard Ver. 1.0

1.Framework Establish and maintain a framework for IT asset management systems
B Management Objectives

Understand the organization's situation and stakeholder requirements, determine the scope of application and goals for IT asset
management, and establish and maintain an IT asset management system.

B Application Guideline
Based on an understanding of the situation of the organization and the requirements and expectations of its stakeholders, the
organization is required to set the scope of application and goals for IT asset management, and establish a management system to
realize them. These are the basic elements for implementing IT asset management and are essential for establishing and

maintaining IT asset management.

Management Area

Framework 1 Understands the organization and its situation and identifies external and internal issues related to IT asset management.

Management Items 19770-1

2) Goals of IT asset management are established in line with the goals of the organization. C?Srlg/SIE%r:?g]?7g_|?qu:137m 4.1

<Applicable Guidelines>
When building an IT asset management system, it is necessary to set the goal of IT asset management, which is considered to be

one of the elements necessary to achieve the goal of the organization. Therefore, the goals should be consistent with the 4.1
organization's goals. _ _ ) _
See Plan 2 for more details. Provide reference information for applying IT asset

management standards, including guidelines for applying
requirements and examples of management measures

SAMAC
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Image of Evaluation Criteria’ with ITAM Standard Ver. 1.0

Framework : Establish and maintain a framework for IT asset management systems

management objectives: Understand the organization's situation and stakeholder requirements, determine the scope of application and

goals for IT asset management, and establish and maintain an IT asset management system. . _
Evaluation using the ITAM

Framework 1 Understands the organization and its situation and identifies external and internal issue Standard

Maturity Model in Management Objectives

Level 5 Optimized Stage:
External and internal issues related to IT asset management are reviewed on a regular basis. Evaluate ITAM status on a

Level 4 managed Stage: six maturity level
Procedures to identify external and internal issues related to IT asset management are reviewed and reviewed on a regular basis.

Level 3 Defined Stage:
Procedures for identifying external and internal issues related to IT asset management have been approved and meet the requirements of the
standard and there are no significant deficiencies.

Level 2 Repeatable Stage:
Procedures for identifying external and internal issues related to IT asset management are documented, but do not meet the requirements of the

standard.

Level 1 Initial/ ad hoc stage:
Procedures exist to identify external and internal issues related to IT asset management, but they are not approved by the organization and rely
on the voluntary actions of personnel and management. It is unlikely to be implemented on an ongoing basis.

Level 0 No controls Stage:
No procedures have been established to identify external and internal issues related to IT asset management.

SAMAC
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